Continental Breakfast

Welcoming Remarks
Jack Goldsmith and Benjamin Wittes

Participant Introductions

SESSION 1
Company Towns/Deputized Companies
Presenter: Jon Michaels, UCLA School of Law

Surveillance Intermediaries
Presenter: Alan Rozenshtein, University of Minnesota

Coffee break

SESSION 2
The Internet Will Not Break: Denying Bad Samaritans Section 230 Immunity
Presenters: Danielle Keats Citron, University of Maryland; Benjamin Wittes, Brookings Institution

Internet Platforms, Terrorism, and Speech
Presenter: Daphne Keller, Stanford Center for Internet and Society

Peace with Honor in the Transatlantic Surveillance Debate
Presenter: Adam Klein, Center for a New American Security

Coffee and snack break

SESSION 3
Public and Private Response to Foreign Election Interference
Presenter: John Carlin, Morrison Foerster

Surveillance, Sovereignty, and Conflicts
Presenter: Andrew Woods, University of Kentucky College of Law

Lunch served

SESSION 4, LUNCH DISCUSSION
Sovereignty vs. Competition: Hardware Regulation in the Age of Snowden
Presenter: Mieke Eoyang, Third Way

Perspectives of Chinese ‘Surveillance Intermediaries’
Presenter: Samm Sacks, Center for Strategic and International Studies
2:15 PM  Coffee break

2:30-3:45 PM  SESSION 5
Service Providers as Adjudicators of Nationality: When Should Citizenship Matter to Surveillance Rules?
Presenter: Peter Swire, Georgia Tech Scheller College of Business

User Rights in a Global System?
Presenter: Lee Tien, Electronic Frontier Foundation

3:45 PM  Coffee and snack break

4:00-5:15 PM  SESSION 6
Small Towns, Big Companies: How Surveillance Intermediaries Affect Small and Mid-Size Law Enforcement Agencies
Presenter: Anne Boustead, Belfer Center, Harvard Kennedy School

Government Hacking: From Data Gatekeepers to Security Gatekeepers
Presenter: Scarlet Kim, Privacy International

5:15-5:45  Concluding discussion